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WFS («WFS» or the “Company”) is fully committed to achieving the highest standards 

of honesty, integrity and ethics. It is the responsibility of every employee of WFS 

to ensure that no inappropriate behaviour takes place that could compromise the 

interest of our employees, shareholders, investors, third parties and the wider public. 

To that end, WFS has implemented this Policy as a re�ection of our commitment 

to conducting our business in an ethical, compliant and responsible manner. 

This Policy outlines how WFS will assist individuals in expressing their concerns 

securely, identifying whom to approach, and the reporting process while ensuring 

their protection, accounting for data protection requirements and legal provisions. 

There may be instances where this Policy is at variance with the local laws of a 

particular country. Where local law imposes higher standards than those set out in 

this Policy, the local law will apply. If by contrast, the Policy provides for a higher 

standard, it will prevail, unless such compliance would be in violation of local law. 

Good knowledge and understanding of this Policy are essential to its e�ectiveness. 

Therefore, it has been widely disseminated using various means, including 

digital communication or face-to-face presentations, poster campaigns, etc. 
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1. The Scope of the Policy

1.1. Who can report an Alert under the Policy?

Individuals falling within the categories listed below, whether currently or formerly associated 

with the Company, have the authority to report Alerts: 

• Shareholders;

• Members of the administrative, management, or supervisory body, which may include 

non-executive members; 

• Employees, trainees, interns, people who participate in selection processes or volunteers; 

• Contractors, including customers and suppliers, and their employees;

• Associates of WFS or related entities; or,

• Spouses, relatives or any other person providing assistance to the reporting person of 

any of the categories listed above.

To ensure compliance with this Policy, individuals falling within the aforementioned categories 

are encouraged to report any irregularities or non-compliance they become aware of, without 

fear of dismissal or retaliation, and with the assurance that any information provided will be 

treated with the utmost con�dentiality. 

The term ‘Whistleblower’, as used in this Policy, refers to an individual who falls within the 

aforementioned categories and who reports any concerns under the scope of this Policy.

1.2. Who can be reported?

Individuals who are a�liated with WFS and act on behalf of or for the bene�t of WFS are sub-

ject to reporting if they engage in any irregularities or behaviors that fall within the scope of 

this Policy. This includes, but is not limited to, directors, managers, employees, contractors, 

suppliers, and any other person or entity associated with WFS. 

1.3. Which concerns may be reported?

An Alert may be reported only to raise in good faith any known or reasonably suspected 

concerns related to those behaviours that violate the internal policies of the Company, 

applicable laws or regulations or the general interest, especially those that: 

• are classi�ed as criminal o�ences or misdemeanours under the local laws and regulations; 

• entail fraud or misconduct relating to accounting and auditing;  

• involve fraud or misconduct relating �nancial and banking matters; 

• comprise serious and apparent violation of the law and/or regulations or an international 

commitment rati�ed or approved by the relevant country;

• constitute an administrative infringement;

• imply a threat or serious prejudice to the public interest;
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• may attribute responsibility or any kind of harm or discredit to WFS;

• constitute any information, knowledge, experience or any other circumstance that the 

Whistleblower considers relevant to bring to the attention of WFS, due to its direct 

relation to ethical issues of the internal management or to the compliance regulations 

of WFS. 

Likewise, the material scope of the Policy includes any ethical inquiry to WFS regarding the 

values, principles, norms, or criteria contained in its Code of Conduct or any other internal 

regulations.  

Examples of matters include:

theft, money laundering, embezzlement, and fraud;

misconduct relating to accounting and auditing;  

bribery and corruption; 

• antitrust and competition law issue;

• export controls, economic sanctions and embargoes;

• discrimination or harassment at work;

• health, hygiene and safety at work;

• environment protection;

• breach of WFS’ policies and procedures.

This list is not exhaustive, and these areas are likely to evolve over time.

A Whistleblower may not use the reporting channels outlined in this Policy to report 

general complaints or personnel-related matters, such as interpersonal con�icts 

between employees, con�icts between employees and their managers, issues related to 

employment contracts, performance related issues, termination, disciplinary matters, and 

other similar issues. Such types of matters should be addressed to the line manager, the 

Legal Department or any member of the Human Resources Department. 

1.4. Person responsible for the Policy

The management of the Policy will be the responsibility of the Risk and Compliance 

Committee led by the Compliance O�cer for the purposes of this Policy.
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2. General Principles 

2.1. Protection of the Whistleblower’s Identity

WFS wants to ensure that reporting an Alert through the available channels is a secure place 

for everyone involved, especially for the Whistleblower, but also for all its employees, and 

a�liates, irrespective of their position within the Company. This involves maintaining strict 

con�dentiality. To achieve this, it is explicitly stated that the accused party’s (the “Reported 

Party”) right to access information under GDPR does not extend to information regarding the 

Whistleblower’s identity. Individuals who possess knowledge of the reports made through 

these channels for investigative and decision-making purposes are obligated to maintain 

con�dentiality regarding the Whistleblower’s data, particularly their identity. However, if the 

Whistleblower deliberately releases their identity in a public disclosure, the con�dentiality of 

the Whistleblower or third parties cannot be guaranteed. 

2.2. Protection of the Whistleblower  

To ensure the protection of individuals who report irregularities or behaviors in good faith, 

it is crucial that the Whistleblower believes, based on the available circumstances and 

information at the time of disclosure, that the facts they report are accurate and true. This is 

a necessary precaution to guard against false and malicious reports and ensures that those 

who intentionally provide incorrect or misleading information are not protected. However, 

unintentional inaccuracies in the disclosure will not negate the Whistleblower’s protection. 

The Whistleblower’s reasons for the disclosure are irrelevant to the proper functioning of the 

reporting channels. Protection is also extended to individuals who raise reasonable doubts or 

suspicions about reported facts, even if they do not have conclusive evidence. Whistleblower 

protection includes protection against retaliation taken against the legal entity for which the 

Whistleblower is an owner, employee, or otherwise associated in a work context. This includes 

measures such as the denial of services or any other similar practices.

2.3. Prohibition of Retaliation

To guarantee legal protection, it is imperative to prevent any form of retaliation against 

individuals who report alleged misconduct in good faith under the scope of this Policy. 

Retaliation refers to any negative consequences that a Whistleblower may su�er as a direct or 

indirect result of their disclosure.

For this reason, WFS will safeguard the Whistleblower against any form of retaliation, 

discrimination, or punishment arising from reports made in good faith. However, it should be 

noted that if an internal investigation determines that a Whistleblower intentionally provided 

false or misleading information, appropriate disciplinary action may be taken.

2.4. Protection of Third Parties in the procedure

Any procedures related to this Policy will enable the protection of the identity of all parties 

involved in the report, throughout all stages of the whistleblowing procedure, subject to the 

legal conditions and requirements set up for external or public reporting. 
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2.5. Whistleblower Counseling

The Compliance O�cer will provide individualized advice and accurate information to the 

Whistleblower concerning the responsible exercise of their reporting faculty.

2.6. Legal or contractual obligations as a reason for dismissing reports

Legal or contractual obligations of individuals, such as loyalty clauses, professional secrecy 

or non-disclosure agreements, cannot be invoked to prevent reports, deny protection, or 

penalize the Whistleblowers who provide information that falls within the scope of such 

agreements. When these conditions are met, the Whistleblower cannot be held liable for any 

civil, criminal, administrative or labour-related actions. However, the Whistleblower may be 

held accountable if they provide false or misleading information without su�cient grounds.

2.7. Whistleblower’s Immunity

A Whistleblower who reports misconduct using legally obtained information or documents 

cannot be held accountable for any legal action that may arise from their report, regardless 

of whether they shared the information or made copies. This protection extends even if the 

Whistleblower’s actions violate their employment contract. However, if the information or 

documents were obtained illegally, such as through physical or computer intrusion, the 

Whistleblower may be held criminally liable under applicable laws. It is important to note 

that the Whistleblower is responsible for any actions or omissions that are not related to the 

report or are not necessary for the disclosure of the violation. 

 It should be noted that the immunity provided to the Whistleblower does not apply to facts, 

information or documents (regardless of their form or medium) covered by the national 

defence secrecy, medical secrecy or legal privilege.

2.8. Privacy Protection in the Whistleblowing Policy

The personal data collected as part of any communication or report is subject to protection 

under the applicable legislation regarding the protection of personal data. To learn more 

about this, please refer to Appendix 4 “Privacy Statement”, which is included in this Policy.

2.9. Existence and Management of Conflict of Interest

 WFS’s Compliance O�cer is responsible for managing con�icts of interest to ensure that in-

dividuals connected to a communication or report do not participate or have any in�uence 

in the proceedings or investigation, in order to prevent any potential bias or unfairness.
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3. Channels to report an Alert

A variety of reporting channels are available to report an Alert, allowing a Whistleblower to 

choose the most suitable channel taking into account the particular circumstances of the 

matter. 

3.1. Group Reporting System (“Ethics Hotline”)

In order to ensure a secure and e�cient reporting process, WFS has engaged a third-party 

service provider, CONVERCENT, to host and administer the Ethics Hotline. Upon receipt of a 

report, the appointed personnel with a legitimate right to access it based on their assigned 

responsibilities under this Policy, will promptly review it, while ensuring strict access control 

for personal data and con�dentiality. 

A Whistleblower has access to the reporting system, 24/7 through the following channels:

• Online tool: any Whistleblower can �le a report using the online tool available at http://

app.convercent.com/.

• Call Center: a Whistleblower can also contact the call center at the telephone numbers 

listed in the Appendix 1 of this Policy.

3.2. Mail – e-mail

An Alert can also be submitted via postal mail. It is recommended to send the letter via regis-

tered mail with acknowledgement of receipt to the following addresses:

Mail:

WFS Global

Compliance O�cer - Whistleblowing Policy

7 boulevard de la Madeleine 

75001 Paris

E-mail: 

whistleblowing@wfs.aero 

3.3. Compliance Champions

If the Whistleblower prefers, concerns can also be raised with the Compliance Champion in 

their country through in-person meetings, emails or mailed correspondence. The contact 

information of the Compliance Champions can be found in Appendix 2 of this Policy.

3.4. External or public reporting channels

A Whistleblower has the possibility to use external or public reporting channels in compliance 

with the legal conditions and requirements set up for these.
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3.5. Miscellaneous

If individuals choose to make a report through email, regular mail or verbally it is preferable 

that they use the Reporting Form provided in Appendix 3 of this Policy. 

Please note that any report submitted through channels other than those speci�ed above 

may not be accepted and could be disregarded. 

While most of the available reporting channels allow a Whistleblower to report Alerts 

anonymously, WFS encourages any Whistleblower to identify while submitting the report/s 

in a strictly con�dential manner. Non-anonymous reports are normally handled in a more 

e�cient way. If a Whistleblower chooses to remain anonymous, WFS encourages the use of 

the Ethics Hotline to report an Alert. Anonymous Alerts are handled with increased caution, 

and their admissibility will depend on the seriousness of the facts and the level of detail 

provided regarding the evidence and supporting factual elements.  

The Whistleblowers are encouraged to describe their concerns as objectively and thoroughly 

as possible.

4. Processing of the Alerts

 4.1. Receipt of communications and/or reports

Any Alert received shall be sent, without undue delay, to the Compliance O�cer who is 

exclusively responsible for evaluation of all communications and/or reports submitted 

through the relevant channels. When deemed necessary, the Compliance O�cer will 

receive support from the Human Resources or any other concerned Department, or from 

the local Compliance Champion in the country where the concern was raised.

4.2. Notification of actions to the Whistleblower

The Whistleblower will be noti�ed of the receipt of their Alert within seven (7) business days 

from the date of submission (i.e. determining whether it falls within the scope of this Policy). 

The Whistleblower will be kept informed of the progress and outcome of the investigation. 

As part of a preliminary analysis of the Alert, the Whistleblower may be asked to provide 

additional information. If an Alert is received that falls outside the scope of this Policy, it will 

be promptly deleted.
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4.3. Corrections of the content of communications and/or concerns raised

In the event that de�ciencies in the communication and/or report are detected, the 

Whistleblower will be promptly noti�ed of such de�ciencies. If the requirements are not 

corrected within (5) �ve business days from the day following the noti�cation, the report will 

be rejected, and subsequently archived, and no investigation will be initiated. 

The Compliance O�cer will acknowledge receipt of the Alert, the decision taken, its archive 

when applicable, and the grounds for such decision. This decision by the Compliance O�cer 

shall not prevent the subsequent initiation of an investigation if additional information is 

received. 

If the report is rejected, the Compliance O�cer shall inform the Whistleblower in writing 

at the contact address provided, specifying and justifying the reason(s) for the rejection. If 

new information of a similar nature to that already considered is received, this resolution 

by the Compliance O�cer will not hinder the launch of a subsequent investigation. The 

Whistleblower may be asked to provide additional information during the investigation, 

but it is not a mandatory requirement. Additionally, the Whistleblower will be noti�ed of the 

progress of the investigation and any other anticipated responses during the evaluation of 

the appropriate processing for the communicated report. 

The processing and response to the Whistleblower shall occur within a reasonable period 

not exceeding (3) three months. However, in speci�c circumstances, depending on the 

nature and complexity of the matter, the investigation may require up to (6) six months. The 

Whistleblower will be noti�ed upon completion of the investigation, and the �le shall be 

closed. The Whistleblower may provide any information he/she deems appropriate in order 

to reopen the �le. 

4.4. Court review of the reported facts

The Whistleblower will have the right to do a Court review of the communicated report.

4.5. Rejection of Communication and/or Concerns

If the Alert does not ful�ll the necessary formal requirements or the reported facts do not 

constitute a violation within the objective scope of the Policy, the Whistleblower will be 

informed of its rejection.
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Grounds for rejection may include, but are not limited to: 

a) Communications and/or Alerts received via non-designated channels;

b) Non-compliance with formal requirements; 

c) Facts that fall outside the Policy’s objective scope; 

d) Vague or imprecise descriptions of reported facts;

e) Facts that have nothing to do with the Company or Alerts that repeat previously reported 

incidents.

4.6. Communication of Actions to the Reported Party

Upon receiving an Alert or public disclosure that names a person as the Reported Party in 

an infringement, the Reported Party will be informed, within the time and manner deemed 

appropriate to ensure the conduct of the investigation, of (i) the receipt of the Alert, (ii) the 

speci�c allegation(s) made against the Reported Party, and (iii) the departments and third 

parties who may receive the Alert. In addition, (iv) the Reported Party will be provided 

with guidance on how to exercise their data protection rights in accordance with relevant 

regulations. 

However, if the Compliance O�cer deems that notifying the Reported Party would 

compromise the investigation, destroy evidence or proof, or disrupt the Company’s normal 

operations, such communication may be postponed until such risks are eliminated. 

In any event, WFS will comply with the deadlines established by law for informing the Re-

ported Party from the receipt of the Alert.

5. The Reporting Obligation of the Compliance Officer

The Compliance O�cer shall periodically, and at least once a year, report to the Company’s 

Management on the implementation of this Policy and its e�ective compliance.

6.  Update and Review of the Policy

This Policy will undergo regular reviews and updates as necessary, to ensure compliance with 

relevant laws and promote the sharing of best practices, in order to ensure that the established 

procedures remain appropriate for functioning of the channels and their intended purpose.
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Appendix 1: Group Reporting System Call Center telephone numbers
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Appendix 2: WFS Compliance Champions
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Appendix 3: Reporting Form

a) General Information:

• Name, Surname, and ID number of Whistleblower:

• Date of the report:

• Department/area of the Company to which the Whistleblower belongs (if an employee):

• Description of the relationship between the Whistleblower and the Company (if not an 

employee):

• Address or means of noti�cation chosen by the Whistleblower (email, postal mail):

• Name and surname of the person(s) involved, and their communication data (if known):

• Dates of approximate moments of the occurrence of the reported events:

• Description of the reported events:

• 

b) Type of infringement: (check with an x)

• Bribery

• In�uence Peddling

• Business Corruption

• Fraud

• Discovery and Disclosure of Company Secrets

• Crimes against Personal and Family Privacy

• Breach and Falsi�cation of Accounting Obligations

• Punishable Insolvencies

• Crimes against Intellectual Property

• Computer Damages, Cybercrimes

• Manipulation of Toxic, Corrosive, and other substances

• Crimes against Natural Resources and the Environment

• Crimes against Public Health

• Stock Market Crime

• Illegal Financing of Political Parties

• Violation of the Rights of Foreign Citizens

• Smuggling

• Money Laundering

• Terrorist Financing

• Organs Tra�cking

• False Advertising

• Obstruction of Inspection Activity

• Other (please describe)



WHISTLEBLOWING POLICY 

19

Appendix 3: Reporting Form

c) Considerations about the Alert reported:

• Detailed description of the reported events, including where they occurred, the pos-

sible person(s) involved or responsible, and the means used to carry out the events (if 

known).

• Description of the a�ected activity area, the possible relevant impact on the Company’s 

work processes, whether or not it has an economic impact, and an approximate quanti-

�cation (in euros).

• The communication must be as descriptive, speci�c, and detailed as possible, and 

should not contain o�ensive language. 

• Attach supporting documentation or evidence of the reported events.

• The Whistleblower declares that the communication is made in good faith and that, ex-

cept for unintentional errors or omissions, the data provided is true. The Whistleblower 

is also aware of the treatment that may be given to the personal data stated in this 

communication and the content of “Worldwide Flight Services’ Whistleblowing Policy”.

• This document will be kept in the Company’s premises.   
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Appendix 4: Privacy Statement

1.  Data Controller

WFS Global S.A.S.

2. DPO

dpo@wfs.aero

3. Lawful basis for personal data processing

The lawful basis WFS relies upon to process personal data is in compliance with the relevant legal obli-

gations set up by the Directive (EU) 2019/1937, its national transposition laws and any other national 

applicable laws.

If the personal data that WFS receives contains special categories of data such as but not limited to 

health, religious or ethnic a�liation, or if it is not necessary for the handling of the report, WFS will refrain 

from collecting it or, if accidentally collected, WFS will ensure its deletion.

4.   Data Protection principles

The following principles guide WFS’ processing of personal data: 

• WFS is committed to handling personal data in a manner that is lawful, fair, and transparent. 

• Personal data will be processed only for the purpose of investigation and addressing the reported 

concern. 

• WFS will take reasonable measures to ensure that personal data is accurate and up-to-date. Any 

inaccurate or incomplete data will be promptly corrected or deleted. Personal data that falls outside 

the scope of this Policy will be immediately deleted. Security: adequate technical and organizational 

measures will be taken to ensure the security of personal data. These measures will be appropriate to 

the risks presented by the processing and the nature of the personal data being processed.

5.  Data Subjects 

• Whistleblower - the individual who reports or alerts about concerns deemed reportable under this 

Policy.

• In cases where the report is made anonymously, personal data protection regulations would not 

apply to the Whistleblower. However, WFS will adopt appropriate measures to ensure maximum 

con�dentiality.

• WFS has implemented technical and organizational measures to protect the Whistleblower and en-

sure the con�dentiality of data relating to any individuals investigated based on the report.

• Reported Party - the person to whom the reported infringement is attributed or with whom the 

infringement is associated. 

• The same rules laid down for the protection of the Whistleblower’s identity will apply equally to the 

protection of the identity of the reported party.
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Appendix 4: Privacy Statement

• Third parties - such as but not limited to the witnesses or co-workers. Any processing of third party’s 

personal data will be limited to what is necessary for the purpose of investigating and addressing 

the reported concern. WFS will take reasonable measures to ensure the accuracy and completeness 

of third-party personal data and will delete any data that is no longer necessary or relevant for the 

investigation.  

6.  Categories of personal data processed

WFS will process any personal data provided by the Whistleblower within their report. 

7. Disclosure of personal data

To ensure the protection of personal data, WFS guarantees strict access control measures for personal 

data, limiting access only to those individuals who have a legitimate right to access such data based on 

their assigned responsibilities under this Policy.

A limited number of designated persons, who are specially authorized WFS employees, will collect and 

process the Alerts. They are subject to strict duties of con�dentiality, impartiality, transparency, and 

loyalty towards the persons whose data is processed as part of the Alert. In the performance of their du-

ties, they report to the Compliance O�cer who carries out his/her mission under the supervision of the 

Group General Counsel.

The information collected in the report may be disclosed on a need-to-know basis to external advisors 

of WFS, such as legal, auditing, �nance and accounting, information technology and human resources 

advisors or similar consultants and advisors, who are bound by the same con�dentiality requirements to 

the extent permitted by applicable law.

In circumstances where personal data is disclosed in the context of an investigation or under an admi-

nistrative or criminal proceeding, such as to the Judicial Authority, the Public Prosecutor’s O�ce or the 

Administrative Authority, WFS will ensure that the legal provisions are in place to protect the identity of 

the persons whose data is processed as part of the Alert. 

8. Duration for which personal data is kept

WFS will retain personal data for the time necessary to investigate and address the reported concern. 

If no investigation is initiated within (3) three months of receipt of the Alert, WFS will delete the infor-

mation, unless it is required to be retained for a longer period to comply with the legal or regulatory 

requirements. In exceptional cases where the data must be retained, it will be anonymized, to protect the 

identity of the individuals involved. 
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9. Security safeguards

• Access to personal data is strictly controlled, limited to those individuals who have a legitimate right 

to access the data for their assigned responsibilities under this Policy.

• WFS has contracted CONVERCENT as a trusted personal data processor to host and administer the 

Ethics Hotline. CONVERCENT has implemented appropriate technical, organizational and administra-

tive security measures to protect the personal data it processes on behalf of WFS.

• WFS stores archived data in a separate, secure system to further ensure the con�dentiality and secu-

rity of the personal information.

• Our technical safeguards are designed to ensure the integrity, availability, and con�dentiality of the 

personal information that is processed.

10. International Transfers

WFS will not transfer any personal data collected to countries outside of the European Economic Area 

(EEA) or to countries that are not considered by the European Commission to providing an adequate 

level of data protection without having implemented the required protection instruments ahead of the 

transfer. 

11. Data protection rights 

Data subjects have the right to access, request corrections, delete, and restrict the processing of their per-

sonal data, as well as the right to object to such processing. To exercise any of these rights, please contact 

dpo@wfs.aero.

While WFS will make every e�ort to ful�l the requests, the Company may have valid reasons not to 

comply with your request if it would jeopardize an investigation. For example, if the Whistleblower did 

not provide su�cient contact details or if ful�lling the request could compromise an ongoing criminal 

investigation. 

If the data subject believes that their data protection rights have been violated, they also have the right 

to �le a complaint with the local supervisory authority. 

WFS may update this Privacy Statement from time to time to re�ect changes in this Policy or to comply 

with the legal obligations. We encourage all persons acting under the scope of this Policy to review this 

Privacy Statement periodically. 

If there are any questions or concerns about this Privacy Statement or our Policy, please contact us at 

dpo@wfs.aero. 
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Appendix 5: De�nitions

Alert 

The act of reporting a concern or suspicion of unethical, illegal, or non-compliant behaviour within an 

organization. It is a mechanism for employees or other individuals associated with the organization to 

report any wrongdoing without fear of retaliation. 

Data Subject 

An “identi�ed or identi�able natural person” from whom or about whom information is collected. A com-

pany or organisation cannot be a data subject. 

DIRECTIVE (EU) 2019/1937  

Directive (EU) 2019/1937 of the European Parliament and of the Council of 23 October 2019 on the pro-

tection of persons who report breaches of Union law.

GDPR 

Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protec-

tion of natural persons with regard to the processing of personal data and on the free movement of such 

data, (General Data Protection Regulation).

Special Categories of Data 

Personal data revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, or 

trade union membership, and the processing of genetic data, biometric data for the purpose of uniquely 

identifying a natural person, data concerning health or data concerning a natural person’s sex life or 

sexual orientation.

WFS Compliance Officer 

Responsible for overseeing and ensuring the Company’s adherence to the highest ethical standards and 

all applicable laws and regulations, including but not limited to Anti-corruption, Trade Sanctions, and 

internal policies and procedures. Accountable for the design and correct implementation of WFS Com-

pliance Program. 

WFS Compliance Champion  

Responsible for ensuring the correct and e�ective deployment of WFS Compliance Program at local level, 

and to serve as the main local touchpoint for compliance-related issues or concerns.

WFS Compliance Program 

Refers to the set of internal policies and procedures that are currently in e�ect at WFS with the prima-

ry objective of preventing, detecting, and responding to acts or behaviours that may violate legal or 

regulatory requirements, corporate policies or ethical standards. Its ultimate goal is to ensure that WFS 

complies with all relevant laws and regulations, and that its operations align with the highest ethical 

standards and values. It includes, among others, this Policy, WFS Code of Conduct, WFS Anti-corruption 

Policy, WFS Trade Sanctions Policy and WFS Operating Procedure. 


